In January 2000, al-Qaida operatives gathered secretly in Malaysia for a planning meeting. The Central Intelligence Agency (CIA) was watching. Among the participants was Khalid al-Mihdhar, one of the hijackers who would later help to crash American Airlines flight 77 into the Pentagon. By the time the meeting disbanded, the CIA had taken a photograph of al-Mihdhar, learned his full name, obtained his passport number, and uncovered one other critical piece of information: al-Mihdhar held a multiple-entry visa to the United States. It was twenty months before the September 11, 2001, terrorist attacks on the World Trade Center and the Pentagon. George Tenet, the director of central intelligence (DCI), later admitted that the CIA should have placed al-Mihdhar on the State Department’s watch list denying him entry into the United States. It did not until August 23, 2001, just nineteen days before the terrorist attacks and months after al-Mihdhar had entered the country, obtained a California motor vehicle photo identification card (using his real name), and started taking flying lessons.

The case of Khalid al-Mihdhar provides a chilling example of the subtle yet powerful effects of organization—that is, the routines, structures, and cultures that critically influence what government agencies do and how well they do it. Why did the CIA take so long to put this suspected al-Qaida operative on the State Department’s watch list, especially given Director Tenet’s earlier declaration that the United States was “at war” with al-Qaida, and when U.S. intelli-
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2. George Tenet, testimony before the SCSI and HPSCI, 107th Cong., 2nd sess., October 17, 2002.
gence reporting throughout the spring and summer of 2001 revealed a
dramatic spike in “chatter” about an upcoming terrorist attack? The simplest
answer is that keeping track of the whereabouts of foreign terrorists had never
been standard practice or a high priority. For more than forty years, the Cold
War had dominated both the thinking and operation of the CIA and the thir-
teen other agencies of the U.S. intelligence community. When the Soviet
Union fell in 1991 and the principal threat to U.S. national security changed,
U.S. intelligence agencies were slow to change with it. Before September 11,
one of these agencies had formal training programs or well-honed proce-
dures to assist their intelligence officers in identifying dangerous terrorists and
warning other U.S. government agencies about them before they reached the
United States. As one CIA employee told congressional investigators a year
after the September 11 attacks, he believed it was “not incumbent” even on the
CIA’s Osama bin Laden unit to place individuals such as al-Mihdhar on the
State Department’s watch list.

No organization is failure-proof, and no one will ever know whether the
World Trade Center and Pentagon attacks could have been prevented. Evi-
dence suggests, however, that the U.S. intelligence community showed a stun-
ning inability to adapt to the rise of terrorism after the Cold War ended.

This article attributes the adaptation failure of U.S. intelligence agencies to
three factors: the nature of bureaucratic organizations, which makes internal
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reform exceedingly difficult; the self-interest of presidents, legislators, and government bureaucrats, which works against executive branch reform; and the fragmented structure of the federal government, which erects high barriers to legislative reform.

The first section of the article considers whether the U.S. intelligence community adapted as well as could be expected during the 1990s, given the challenges and constraints that it faced. The second section examines the literature on organizational change and develops a framework for understanding why organizations fail to adapt. The third section, a case study of the CIA, describes how and why the agency adapted poorly to the growing terrorist threat between 1991 and 2001. The fourth section offers three conclusions from the preceding analysis. First, major reform of the U.S. intelligence community is difficult even after catastrophic failure. Second, reform is likely to continue lagging behind external environmental demands. And third, dramatic improvements in U.S. intelligence capabilities require changing organizational routines and cultures as well as structures.

**Determining Adaptation Failure: Change versus Adaptation**

The failure of U.S. intelligence agencies to meet the terrorist threat following the end of the Cold War was not immediately apparent. Some foreign policy leaders and intelligence officials argue that the dangers of the post–Cold War world were too opaque, too numerous, and too fluid for U.S. intelligence agencies to assess the terrorist threat more effectively than they did. According to this view, the danger posed by al-Qaida and other terrorist organizations may appear obvious in hindsight, but this was not the case before the September 11 attacks. As President Bill Clinton’s national security adviser, Samuel Berger, put it, “History is written through a rearview mirror but it unfolds through a foggy windshield.”

Others point to evidence that U.S. intelligence agencies did, in fact, recognize the gravity of the terrorist threat, allocating resources and launching new programs to combat it years before September 11. According to former DCI Robert Gates, the U.S. intelligence community began to shift resources away from Soviet-related missions soon after the fall of the Soviet Union. Whereas in
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1980, 58 percent of all intelligence resources was devoted to Soviet-related issues, by 1993, the figure had dropped to just 13 percent. Although specific budgets are classified, resources appear to have been redirected to combat terrorism. Despite declining intelligence budgets during the 1990s, direct spending on counterterrorism roughly quintupled.

In addition, the CIA, the Federal Bureau of Investigation (FBI), and other intelligence agencies launched a number of new counterterrorism initiatives. These included the creation, in January 1996, of a special multiagency intelligence unit to track the activities of bin Laden and his network; dramatic increases in the number of FBI offices overseas, with a focus on countries critical to fighting terrorism; and a concerted effort to forge closer relationships with foreign intelligence services, which resulted in the disruption of terrorist cells in roughly twenty countries after 1997. As Director Tenet concluded in February 2002, “This community has worked diligently over the last five years, and the American people need to understand that with the resources and authorities and priorities, the men and women of the FBI and the CIA performed heroically.” Tenet, in fact, strongly objected to the idea that the September 11 terrorist attacks signified an intelligence failure, adding, “When people use the word ‘failure’—‘failure’ means no focus, no attention, no discipline—and those were not present in what either we or the FBI did here and around the world.” Tenet was not the only senior intelligence official to resist accusations that the September 11 attacks represented failure. When asked how well the intelligence community had adapted to meet the terrorist threat, for example, another senior intelligence official answered, “I think before September 11th, I would have said exceptionally well ... [now] I think we’ve done very, very well.” As these statements and examples indicate, U.S. intelligence

11. Ibid., p. 4.
13. This information was provided to the Joint Inquiry by former National Security Adviser Samuel Berger. See ibid., p. 12.
agencies did make some internal changes in response to the end of the Cold War and the rise of the terrorist challenge.

Change, however, is not the same as adaptation. As sociologists have long pointed out, organizations are always changing. The key issue is whether those changes matter, or more precisely, whether the rate of change within an organization keeps pace (or lags behind) the rate of change in its external environment. Manifestation of this concept is more easily observed in the private sector, where responding to shifting market forces, consumer tastes, and competitive pressures can mean life or death for a firm. The concept may be less obvious, but no less important, for evaluating public sector organizations. The question is not: Are you doing anything differently today? But: Are you doing enough differently today to meet the challenges you face? Adaptation must be judged relative to external demands.

In the case of U.S. intelligence agencies, determining adaptation failure requires answering three questions: (1) did intelligence officials and policymakers recognize the gravity of the threat posed by al-Qaeda before September 11, and if so, when? (2) did they understand the connection between the terrorist threat and the imperative for organizational change? and (3) to what extent did they achieve the organizational changes they believed were necessary? Timing is a crucial component. September 11 post mortems may highlight organizational deficiencies, but to make a strong case for adaptation failure, it is necessary to show that before September 11, intelligence officials and policymakers identified key organizational problems but did not succeed in fixing them.

The answers to the three questions above appear to be yes, yes, and only to a small degree. Many U.S. intelligence officials and policymakers recognized the threat, but were unable to achieve the intelligence reforms they believed were vital several years before the World Trade Center and Pentagon attacks.

RECOGNIZING THE THREAT
In 1994 the DCI began delivering unclassified annual threat assessments to Congress. Analysis of these reports reveals that terrorism was identified as a significant threat to the United States every year from 1994 to 2001. By 1998
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terrorism ranked in the top tier of threats, alongside other transnational dangers such as the proliferation of weapons of mass destruction. The U.S. intelligence community became aware of bin Laden in the early 1990s, soon after he had founded al-Qaida, and was aggressively collecting intelligence on him by 1996. A number of terrorist attacks and plots from 1991 to 2001 associated with Islamist groups also raised the profile of terrorism within the intelligence community and indicated that targets included the U.S. homeland.

In 1998 concern for and warnings about a possible al-Qaida attack reached a heightened level inside the community. In February bin Laden issued a public fatwa encouraging attacks on Americans anywhere in the world. In May he discussed “bringing the war home to America” in a public press conference. And in August his terrorist network succeeded in carrying out two sophisticated, simultaneous, and devastating truck bomb attacks against the U.S. embassies in Nairobi, Kenya, and Dar es Salaam, Tanzania, killing 224 people and injuring 5,000 more. Over the course of the year, U.S. intelligence agencies also received a number of reports indicating possible al-Qaida terrorist plots inside the United States. These events led CIA Director Tenet in December 1998 to issue a memo declaring war against Osama bin Laden. He wrote, “We must now enter a new phase in our effort against Bin Ladin… We are at war… I want no resources or people spared in this effort, either inside CIA or the Community.”
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quiry into the September 11 attacks, a ten-month investigation that examined nearly 500,000 pages of documents and conducted 300 interviews, concluded that “Bin Ladin’s declaration of war in February 1998 and intelligence reports indicating possible terrorist plots inside the United States did not go unnoticed by the Intelligence Community, which, in turn, advised senior officials in the U.S. Government of the serious nature of the threat.”

Tenet maintained his heightened level of concern in public addresses over the next three years. In 1999 he testified in open session before the Senate Armed Services Committee: “Looking out over the next year . . . there is not the slightest doubt that Usama Bin Ladin, his worldwide allies, and his sympathizers are planning further attacks against us. . . . I must tell you we are concerned that one or more of Bin Ladin’s attacks could occur at any time.” In 2000 he told the Senate Select Intelligence Committee, again in open session, “Everything we have learned recently confirms our conviction that [bin Laden] wants to strike further blows against the United States. . . . We still believe he could strike without additional warning.” In his 2001 public threat assessment, the DCI bluntly warned, “The threat from terrorism is real, immediate, and evolving.” As one senior U.S. intelligence official lamented after September 11, “You know, we’ve been saying it forever, [bin Laden] wants to bring the fight here.”

Public statements and actions by policymakers during the 1990s suggest that they shared the intelligence community’s assessment of the growing terrorist threat long before September 11. In 1993, after Islamic terrorists detonated a bomb in the World Trade Center parking garage, killing 6 and wounding more than 1,000, Attorney General Janet Reno declared that terrorism had become a major threat to U.S. national security interests. Beginning in 1994, President Clinton mentioned terrorism in every one of his State of the Union addresses. In June 1997 the FBI’s chief of International Terrorism Operations warned about the threat of an Islamic attack on U.S. soil in a public speech. That same

year, two different strategic assessments, the Pentagon’s Quadrennial Defense Review and a report by the National Defense Panel, also included strong warnings about terrorist threats to the U.S. homeland.\textsuperscript{33} In 1998 President Clinton delivered a major address at the opening session of the United Nations General Assembly in which he issued a forceful call to combat terrorism. Referring to terrorism as “a clear and present danger,” the president said that the issue ranked “at the top of the American agenda and should be at the top of the world’s agenda.”\textsuperscript{34} Less than a year later, U.S. Secretary of Defense William Cohen wrote an op-ed in the \textit{Washington Post} in which he predicted a terrorist attack on U.S. soil.\textsuperscript{35} In sum, the U.S. intelligence community’s assessments of a growing terrorist threat did not go unnoticed. Senior policymakers across the national security establishment appear to have agreed with them.

\textbf{UNDERSTANDING THE IMPERATIVE FOR ORGANIZATIONAL CHANGE}

Evidence also suggests that U.S. policymakers understood the need for organizational changes to meet the terrorist threat. Between the fall of the Soviet Union and the September 11 attacks, six bipartisan blue-ribbon commissions,\textsuperscript{36} three major unclassified governmental initiatives,\textsuperscript{37} and three think tank task


forces examined the U.S. intelligence community, the FBI, and U.S. counter-terrorism efforts. The commissions were chaired by well-respected leaders such as former Defense Secretary Harold Brown, Ambassador Paul Bremer, former Senators Gary Hart and Warren Rudman, and William Webster, former director of both the CIA and FBI. The three reports issued by governmental initiatives were President Clinton’s 1993 and 1995 interagency National Performance Reviews; a 1996 House Intelligence Committee staff study that was the most comprehensive review of the intelligence community since the Church committee investigations into CIA abuses of the 1970s; and the FBI’s 1998 Draft Strategic Plan. The think tank reports were produced by the Council on Foreign Relations, the Twentieth Century Fund, and the National Institute for Public Policy. All twelve were detailed, substantive examinations.

Although the reports addressed a variety of intelligence issues and problems, the common theme was the need for major change. The Council on Foreign Relations report noted in 1996 that “the intelligence community has been adjusting to the changed demands of the post–Cold War world for several years . . . [but] additional reform is necessary.” The report listed nearly forty recommendations that ranged from significant structural reforms to changes in personnel recruiting, training, and assignments. The 1996 House Intelligence Committee staff study found that the intelligence community suffered from a lack of “corporateness,” or integration between individual agencies. The report noted, “Only intelligence, of all major government functions, is carried out by a very disparate number of agencies and organizations that are either independent of one another or housed in separate departments by officials whose main concerns are policy, not intelligence.” In particular, the report criticized what it saw as “the glaring gap” between the DCI’s responsibilities
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and his authorities, the “fundamental and urgent” need to improve the intelligence requirements process that sets agency priorities, and the “internecine competition” between the various intelligence collection disciplines such as signals intelligence and human intelligence. It issued eighty-two recommended reforms. Four years later, the Bremer commission warned that “international terrorism poses an increasingly dangerous and difficult threat to America.” It urged the government to take immediate “steps to reinvigorate the collection of intelligence about terrorists’ plans.” The commission’s key recommendations included clarifying the FBI’s authorities to investigate suspected terrorist groups; rescinding CIA guidelines that hindered the recruitment of terrorist informants; giving higher funding priority to counterterrorism efforts in the CIA, FBI, and National Security Agency; and establishing a new cadre of reports officers to distill and disseminate terrorism-related information quickly once it is collected. Indeed, the commission noted with concern that “U.S. intelligence and law enforcement communities lack the ability to prioritize, translate, and understand in a timely fashion all of the information to which they have access.” In total, the reports issued 340 recommendations to improve U.S. intelligence capabilities. The imperative for organizational change was clear.

Failing To Change
To what extent were the studies’ recommendations achieved? To be sure, gauging adaptation failure by examining the adoption of study recommendations has its limitations. Commissions may be created for the sole purpose of deflecting blame or delaying action rather than generating change, though this is far less often the case in national security affairs than most believe. Even earnest efforts at reform often take a variety of forms, with some focusing on “the art of the possible” and others proposing more ideal and unlikely solu-
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tions. Examining the totality of study recommendations and their success, however, has the advantage of providing a rough, macro view of adaptation that does not rely on hindsight or impose ex post personal judgments of which reforms were better ideas than others. Asking what major consensus recommendations were made and whether these were implemented provides a useful, systematic first cut at the problem that goes beyond anecdotal evidence of failure.

The data indicate a widespread inability of U.S. intelligence agencies to adapt to the terrorist threat before the September 11 attacks. Of 340 recommendations for changes in the intelligence community, only 35 were successfully implemented, and 268—or 79 percent of the total—resulted in no action at all. Closer examination reveals surprising agreement on four major problems: the intelligence community’s lack of coherence or “corporateness”; insufficient human intelligence; personnel systems that failed to align intelligence needs with personnel skills or encourage information sharing; and weaknesses in setting intelligence priorities. The twelve studies provided a menu of options to address these commonly identified problems. Yet policymakers left the intelligence community essentially intact. As the Hart-Rudman commission concluded in January 2001, “The dramatic changes in the world since the end of the Cold War . . . have not been accompanied by any major institutional changes in the Executive branch of the U.S. government.”

Explaining Failed Adaptation: Crossing the Theoretical Divide

Existing academic work does not offer a ready-made explanation for the failure of U.S. intelligence agencies to adapt to a changed external environment. On the one hand, organization theorists study organizational pathologies but focus almost exclusively on firms. On the other hand, political scientists examine national security affairs and bureaucracy but rarely treat intelligence agencies as dependent variables. Taken together, however, these literatures

provide the building blocks to construct a model of intelligence agency adaptation failure.

**The Bottom Line of Organization Theory**

Organization theory has long drawn a multidisciplinary crowd united by a common interest in understanding what organizations do, how they do it, and how well. Questions of organizational inertia, evolution, and learning have generated rich and dynamic research programs over the past thirty years.

Although organization theory has much to offer, particularly about why organizations resist change even when it is clearly beneficial, the literature cannot be applied easily to the political realm. This is understandable. The field emerged with firms in mind and has remained focused on the private sector ever since. As Richard Cyert and James March noted in the introduction to their 1963 classic, *A Behavioral Theory of the Firm*, “We had an agenda. . . . We thought that research on economics and research on organizations should have something to say to each other.”54 The focus on business organizations continues. In his 1999 book, *Organizations Evolving*, Howard Aldrich criticizes the selection bias of organization theory. Notably, though, he is troubled by the inordinate attention paid to large publicly traded corporations instead of privately held businesses. Aldrich’s idea of broadening organization theory is to include different kinds of businesses, not political organizations.55 Because of
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the focus on firms, organization theory has developed without much attention to politics and power, forces that are crucial for understanding the development of government agencies.  

Consider, for example, the literature that appears most centrally related to the question of agency adaptation failure: population ecology. According to population ecologists, most organizations face strong pressures that make them resistant to change. Market forces, the competitive environment, technology, and consumer preferences all shift over time, but organizations are rarely good at shifting with them. Instead, population ecologists argue that innovations in organizational strategies and structures occur at the population level, through the birth of new organizations and the death of others. In other words, individual organizations do not adapt; populations do, with newer, fitter firms constantly replacing older, outdated ones through a process of natural selection.  

This approach is helpful in explaining the private sector, where firms routinely come and go. It is much less helpful, however, in understanding the public sector, where there is substantially less organizational churn. As many scholars have observed, government agencies are notoriously hard to eliminate because there are always interest groups and elected officials who have vested interests at stake. In his pilot study comparing U.S. government agencies between 1923 and 1973, for example, Herbert Kaufman found that 85 percent of those in the 1923 sample were still in existence fifty years later.
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By contrast, Aldrich found that in 1957, 398,000 businesses were created in the United States; about the same number were transferred to new owners; and almost as many failed.60

In addition, population ecology takes organizational inertia as a starting assumption rather than a dependent variable.61 This is a serious weakness. If population ecologists are correct, and innovations are generated through the replacement of old organizations by new ones, then the imperative to understand what it is that keeps any single agency from adapting to environmental demands is all the greater in the public sector: the government is likely to be riddled with poorly performing agencies that persist because they are unchallenged by the threat of new entrants.

Finally, most research in population ecology consists of large-\(n\) studies of entire organizational populations, with little attention given to the role of individual choice, decisionmaking processes, or politics. The result is a strangely antiseptic theory of natural selection that seems to ignore the role of real people exercising real power. As Charles Perrow notes, “It is almost as if God does the negative and positive selecting.”62

THE TALLY FOR POLITICAL SCIENCE

The political science literature suffers from a different problem. Rational choice approaches focus squarely on politics and power. Still largely unexamined, however, are the routines and cultures that develop within government bureaucracies and their resistance to change. Major work on U.S. government agencies in the 1980s and 1990s was produced by Congress scholars who were interested primarily in agencies as objects of congressional control, not as subjects of study in their own right. Using ideas from transaction cost economics, Mathew McCubbins, Barry Weingast, and other congressional dominance scholars argue that Congress controls the federal bureaucracy, and in surprisingly efficient ways.63 Indeed, they contend that evidence usually thought to suggest poor oversight, such as sparsely attended congressional committee
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hearings, actually reveals oversight hard at work. Government bureaucrats know they must follow their congressional mandate or face the consequences. Congress therefore does not have to expend much effort monitoring them.

For the purposes of this analysis, the most serious limitation of the congressional dominance literature is its assumption that agencies can and do adapt. To say that Congress controls the bureaucracy is to say that agencies are, by and large, responsive to the preferences and demands of legislators. Much of the literature examines how legislators ensure that these preferences and demands are heeded—by building control mechanisms into the very design of government agencies, or by using (or threatening to use) existing controls such as withholding appropriations, or both. The mechanisms may vary, but the logic is the same: government bureaucrats usually heed legislators’ demands because they know, as McCubbins puts it, that “Congress holds the power of life or death in the most elemental terms.” The logic also suggests that when legislative preferences change significantly, bureaucracies should change, too. There is some evidence that they do.

Notably, even critics of the congressional dominance literature agree that government agencies can adapt. Terry Moe, for example, argues that Congress is not alone in determining agency behavior; many factors, including presidents, interest groups, and courts, influence what agencies do. Others argue


that congressional dominance does not capture the degree of bureaucratic shirking, when agencies opt to pursue their own organizational interests instead of the interests of their congressional overseers. As David Epstein and Sharyn O’Halloran conclude, the literature on congressional-bureaucratic relations has reached something of an impasse in recent years: “The general consensus has been reached that legislators have more effective means of control than was previously realized, but bureaucrats still retain significant amounts of discretion in setting policy.”

All of this work suggests that agencies are out there, on the move, doing things. Usually agencies respond to congressional wishes; sometimes they pursue the interests of presidents and others in the political system; and sometimes they shirk to serve their own interests. Nowhere, however, is there a sense that government agencies may be unable to change. According to this literature, the challenge is to keep them from running amok. But the greater danger may be that agencies are stuck running in place.

A MODEL OF AGENCY ADAPTATION FAILURE

Although neither organization theory nor rational choice theory offers a ready-made explanation of adaptation, each does provide the foundations for a general model of agency adaptation failure. Organization theory offers insights about intraorganizational impediments to reform, while rational choice theory helps to explain external impediments to reform.

Rather than viewing government agencies from without (i.e., as more limited public sector versions of firms or as objects of congressional control), I begin by assuming the bureaucracy’s perspective. Heads of government agencies that are confronting a changing environment must answer two questions. First, how can they get the reforms they need in their agencies to keep pace with environmental demands? And second, what forces will hinder them from succeeding?

There are three major sources of bureaucratic reform: (1) internal reforms made by the agency itself, whether in memos, speeches, revised guidelines, or sanctions of undesired behavior; (2) executive branch action, for example, executive orders, presidential directives, or efforts by executive branch officials
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outside the agency in question, such as the National Security Council; and (3) statutory reforms that require the involvement of both Congress and the executive branch.

Impediments to reform may emerge from both inside and outside the agency. Some reforms may fail because they challenge deeply held organizational values and threaten to alter established routines. Others may trigger opposition from competing government agencies that stand to gain or lose depending on the outcome. Proposed statutory changes that require the consent of multiple congressional majorities and the president bring institutional forces more centrally into play. Thus, developing a better understanding of agency adaptation failure requires combining the enduring realities operating within organizations with those operating outside them. More specifically, these are (1) the nature of organizations; (2) the rational self-interest of political officials; and (3) the fragmented structure of the U.S. federal government. Taken together, these three realities raise exceptionally high obstacles to agency change.

This approach, though not theoretically elegant, is analytically useful. The persistence of organizational habits, the unwillingness to veer from established routines, and the role of culture say little about why legislators have so rarely proposed statutory changes to the intelligence community, and why they have been opposed by colleagues in the House and Senate Armed Services Committees when they did. Conversely, examining only rational self-interest does not explain why, before the September 11 attacks, FBI agents preferred to keep case files in shoeboxxes under their desks rather than entering them into computer databases; nor does it explain why, for a year and half, intelligence officials neglected to tell the State Department to include on its watch list a suspected al-Qaida operative with a multiple-entry U.S. visa in his passport.

The nature of organizations. The first route to agency reform is through the adoption of internal changes. Yet much of the work in organization theory argues that organizations do not change easily by themselves. Examples abound. The U.S. Army kept a horse cavalry until World War II. Until the mid-1990s, U.S. Customs forms asked ships entering American ports to list the number of cannons on board, and federal law required the U.S. Agriculture Department to keep field offices within a day’s horseback ride to everyplace in

70. For an alternative view, see James G. March and Johan P. Olsen, Ambiguity and Choice in Organizations (Bergen, Norway: Universitetsforlaget, 1976).
the United States. Even private sector firms, which have considerably more leeway over personnel decisions, more access to capital, and fewer management constraints than government agencies, do not fare well when changing circumstances require adjustment. Consider the most basic case: whether firms adapt enough to survive. Of the 5.5 million businesses tracked by the U.S. Census Bureau in 1990, only 3.8 million were still in existence four years later, a failure rate of 31 percent.\textsuperscript{71} In New York City, more than 60 percent of all restaurants surveyed in the \textit{Zagat} guide between 1979 and 1999 folded.\textsuperscript{72} Between 2000 and 2003 more than 400 public companies, including Enron, Global Crossing, and Kmart, declared bankruptcy. As Aldrich points out, these and other findings about organizational adaptation failure are most likely understated because they tend to focus only on surviving firms and exclude all the organizations that never made it past the start-up phase.\textsuperscript{73}

Government agencies are even less able than private sector businesses to make internal adjustments. First, they have more constraints, facing more conflicting missions with less managerial discretion and fewer resources than private sector firms do.\textsuperscript{74} Any manager working for Coca Cola knows his mission is to sell soda—the more, the better. By contrast, for years U.S. Immigration and Naturalization Service officials were charged with helping some foreigners enter the United States while keeping others out. The most embattled chief executive officer answers only to a small group of influential investors, all of whom share the same goal: maximizing shareholder value of the firm. By contrast, even the new director of national intelligence (DNI), a position created in December 2004 to manage the U.S. intelligence community, serves a variety of intelligence consumers, from the president and his senior foreign policy advisers to the secretary of defense to 535 members of Congress.\textsuperscript{75} Unlike a firm’s shareholders, these policymakers have preferences and interests that often conflict. Caught between Democrats and Republicans, military hawks and civil libertarians, interventionists and isolationists, policy advocates and opponents, the new DNI, like DCIs before him, must navigate carefully, knowing that not everyone will be satisfied with his decisions.
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Second, government agencies were not built to be adaptable. As James Q. Wilson and Joel Aberbach and Bert Rockman note, agencies are not designed to be especially nimble or innovative.\textsuperscript{76} Instead, they are designed to be reliable and fair. Above all, reliability means ensuring that tasks are completed consistently and predictably, which is best guaranteed by having one organization repeatedly performing the same functions. The U.S. Postal Service has built the capacity to surge at Christmas time. Each state has a department of motor vehicles to issue driver’s licenses. Assigning these tasks to a different agency every year would almost certainly result in more delays, lost mail, and perhaps even greater driver frustration. Government agencies are also designed to ensure fairness, by creating and adhering to rules and procedures about what benefits or services are provided to which citizens, regardless of their personal wealth, power, or political connections. The lines for government services may be long, but in principle everyone must stand in them.

Ironically, these attributes of bureaucracies create strong impediments to reform.\textsuperscript{77} Standard operating procedures guarantee that the Social Security Administration mails benefit checks on time each month, and they help to ensure that every military pilot has the same rules of engagement in wartime. But they can also reduce the willingness and ability of agencies to deviate from established practices, even when such deviation may be more beneficial—a phenomenon that Barbara Levitt and James March refer to as a “competency trap.”\textsuperscript{78} The very characteristics that give an organization reliability and fairness reduce the probability of change.\textsuperscript{79}

Finally, time is almost never on the side of government agencies that must adapt. All organizations become more resistant to change as routines, norms, and relationships become firmly established.\textsuperscript{80} In addition, as Herbert Simon notes, the larger the number of organizations in a given system and the greater their level of interconnectedness, the harder it is for that entire system to
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adjust. Improvements must occur throughout the system at the same time to produce results.\textsuperscript{81}

Government agencies that do not adapt on their own may be subjected to change from the outside, either through executive branch action or through legislation. In such cases, the rational self-interest of political actors and the fragmented structure of the federal government work to block success.

**RATIONAL SELF-INTEREST OF PRESIDENTS, LEGISLATORS, AND NATIONAL SECURITY BUREAUCRATS.** Government officials are constrained by the incentives and capabilities that come with their positions. Although individuals have their own ideas, skills, and policy preferences, institutional incentives and capabilities exert a powerful influence, making some courses of action easier and less costly than others. These incentives and capabilities explain why, before the September 11 attacks, no president championed intelligence reform, why legislators largely avoided or blocked it, and why national security agency bureaucrats opposed it.

Presidents have strong incentives to improve organizational effectiveness. To make their mark on history, they must make the bureaucracy work well for them. Perhaps even more important, presidents are also driven to enhance organizational effectiveness by the electorate, which expects far more of them than they can possibly deliver. Held responsible for everything from inflation to Iraqi democratization, presidents have good reason to ensure that government agencies adapt to changing demands as much and as fast as possible.\textsuperscript{82}

Presidents, however, lack the capabilities to make the changes they desire. They have little time, limited political capital, few formal powers, and packed political agendas. Presidents therefore almost always prefer to focus their efforts on policy issues that directly concern (and benefit) voters, rather than on the arcane details of organizational design and operation. Tax cuts and Social Security lockboxes win votes, but no president ever won a landslide election by changing the CIA’s personnel system. Moreover, presidents are especially reluctant to push for agency reforms in the absence of a crisis or


in the presence of anticipated resistance. Presidents are thus loath to reform existing agencies through executive action or legislation. Although dozens of investigations, commissions, and experts identified shortcomings in the U.S. intelligence community between 1947 (when the CIA was created) and the September 11 terrorist attacks, no president attempted major intelligence reform.83

Self-interest leads most legislators to avoid tackling intelligence reform altogether or seek to block it. Legislators, like presidents, have little incentive to delve into the bureaucratic intricacies of intelligence agency design because doing so does not provide tangible benefits to voters back home.84 Indeed, the weak electoral connection is one of the reasons congressional intelligence oversight committees until 2004 had term limits for their members, despite the fact that such limits hinder the development of expertise and despite repeated calls by commissions to abolish them. When crises do arise, intelligence committee members are rewarded more for holding hearings than taking corrective action. The Bay of Pigs, the congressional investigations into CIA abuses during the 1970s, the Iran-Contra scandal, and the Aldrich Ames spy case all triggered major investigations, but none produced fundamental change in the intelligence community. In addition, members of Congress care about maintaining the power of the institution. Generally, this means that legislators prefer executive arrangements that diffuse authority and capabilities; the more agencies in the executive branch, the more power bases can accrue in Congress to oversee them.

Finally, national security agency bureaucrats have their own interests at stake and powerful means to protect them. Whereas most domestic policy agencies operate in relatively autonomous spheres—the U.S. Forest Service, for example, has no reason to think about the design or operation of the Internal Revenue Service—U.S. national security agencies are more tightly connected. Policymaking inevitably crosses bureaucratic boundaries, involving diplomacy, the use of force, economic policy, and intelligence. In such a complex web, national security bureaucrats see reform as a zero-sum battle

84. David Mayhew, Congress: The Electoral Connection (New Haven, Conn.: Yale University Press, 1974).
for agency autonomy and power. No national security agency wants to yield authority or discretion to another.\(^{85}\)

**The Problems of Decentralized Democracy.** Rational self-interest makes reform difficult; self-interest coupled with the decentralized structure of the U.S. federal government makes it more so. Some of the cherished features of American democracy impede effective agency design and raise obstacles to reform. Separation of powers, the congressional committee system, and majority rule have created a system that invites compromise and makes legislation hard to pass. This has two consequences for government agencies. First, political compromise allows opponents to sabotage the creation of any new agency from the start. As Terry Moe writes, “In the political system, public bureaucracies are designed . . . by participants who explicitly want them to fail.”\(^{86}\) Political compromise unavoidably leads to suboptimal initial agency design, even for national security agencies such as the CIA.\(^{87}\) Indeed, critics who contend that the CIA is poorly suited to meeting the needs of the post–Cold War world are only partially right: the agency was not particularly well designed to meet the United States’ Cold War needs. Opposed from the outset to the CIA’s creation in 1947, existing intelligence agencies in the FBI, State Department, and military services succeeded in stripping the agency of any strong centralization powers. When the CIA was created in 1947, it was flawed by design.\(^{88}\)

Second, the decentralized structure of American democracy means that the worst agency problems usually are the hardest to fix. Although agencies can make some changes on their own and can also be altered by unilateral presidential action, the most far-reaching reforms usually require new legislation. But legislative success is difficult even under the best of circumstances because it demands multiple majorities in both houses of Congress. As Philip Zelikow, executive director of the 9/11 commission, put it, “The most powerful interest group in Washington is the status quo.”\(^{89}\)

**Summary.** These three enduring realities—the nature of organizations, rational self-interest, and the fragmented federal government—provide a basic
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model for understanding why U.S. intelligence agencies failed to adapt to the pre–September 11 terrorist threat. U.S. government agencies are not built to change with the times. Because reform does not generally arise from within, it must be imposed from the outside. But even this rarely happens because all organizational changes create winners and losers, and because the political system allows losers many opportunities to fight back. Indeed, the greater the proposed change, the stronger the resistance will be. As a result, winners can never win completely. Organizational adaptation almost always meets with defeat, becomes watered down, or is postponed until the next crisis erupts.

The CIA before September 11

Efforts to reform the Central Intelligence Agency in the post–Cold War period illustrate the three enduring realities. No sooner had the Soviet Union collapsed than calls were heard demanding an end to business as usual in the CIA. At first, these came from Senator Daniel Patrick Moynihan and other legislators who saw the CIA as a Cold War relic that should be abolished. But focus soon turned toward changing, not casting aside, the agency. Between 1992 and 1996, Congress twice attempted, but ultimately failed, to pass major reform of the intelligence community. During the same period, twelve public reports issued by blue-ribbon commissions, governmental reviews, and think tank task forces discussed shortcomings in the U.S. intelligence community, the FBI, and U.S. counterterrorism efforts more broadly.

Common Findings

Although the reports covered a variety of issues, they all identified four major problems within the U.S. intelligence community. The first was its lack of coherence or “corporateness.” As the Council on Foreign Relations study noted, the organization and leadership of the intelligence community was a “structural oddity,” with fourteen major agencies and no one in charge of them all.\(^\text{90}\) Technically, the DCI was supposed to set broad strategies and coordinate efforts across these agencies (as well as run the CIA), but in reality the DCI held direct control over only 15 percent of the intelligence budget (the secretary of defense controlled the rest) and had weak management authority for allocating money, people, and programs to every agency outside the CIA. The
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reports’ specific recommendations varied, but all offered ways to enhance intelligence community integration and coordination.

Second, ten out of twelve of these studies found that intelligence officials and policymakers did not devote enough attention to setting intelligence priorities. To provide useful information, intelligence agencies require guidance from policymakers about which puzzles, people, and places rank higher on the priority list than others; about which surprises U.S. policymakers can live with; and about which ones they cannot. A robust mechanism for establishing and updating intelligence priorities, however, had never developed during the Cold War. And the Soviet Union’s collapse, along with the emergence of new transnational threats, exacerbated these weaknesses. As a result, during the 1990s intelligence agencies had to cover more issues with fewer resources and little guidance about where to focus their efforts. In 1993 the president’s National Performance Review found the system for establishing intelligence collection and analysis priorities to be a “jumble of loosely connected processes” that did not satisfy the needs of policymakers. The 1996 House Intelligence Committee’s staff study agreed, calling the prioritization process “one of the most vexing aspects of intelligence management” and the need for fixing it “fundamental and urgent.” Five years later the Hart-Rudman commission warned that the continued absence of an effective process for setting intelligence priorities was creating “dangerous tradeoffs between coverage of important countries, regions, and functional challenges.”

A third finding was the need to revitalize human intelligence capabilities. Nine of the twelve reports called for more aggressive human intelligence efforts to combat terrorism; two did not address the issue; and only one, the Twentieth Century Fund report, advocated downgrading collection from human sources. Most frequently mentioned was the need to revise the CIA’s 1995 guidelines that required prior approval from CIA headquarters before an individual suspected of human rights violations could be recruited as an asset—guidelines that had come to be known as the “scrub order” because they had led to the removal of hundreds of assets from the CIA’s payroll. Many of the
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reports also advocated improving the intelligence budgeting process so that resources could be more effectively matched against priorities—improvements that would have had the likely effect of redistributing some of the vast resources dedicated to technical intelligence systems to human intelligence activities. In addition, the Aspin-Brown commission and the House Intelligence Committee staff reports recommended the revision of personnel incentives and restructuring of the intelligence community to ensure that human intelligence efforts could be more effectively and efficiently deployed against hard targets such as rogue states and transnational terrorist groups that are difficult to penetrate by other means. Perhaps most radical, the National Institute for Public Policy report recommended stripping analysis functions from the CIA so that the agency could focus exclusively on human intelligence collection and even raised the possibility of disbanding the CIA’s clandestine Directorate of Operations and replacing it with an entirely new clandestine service in order to address the directorate’s long-standing cultural and management problems.

Finally, the reports ranked personnel issues high on the list of concerns. As the House Intelligence Committee staff study bluntly concluded, “[The intelligence community] continues to face a major personnel crisis that it has, thus far, not addressed in any coherent way.” Although the specifics varied widely, two common themes emerged. First, the intelligence community lacked employees with the requisite skills to confront growing threats such as foreign terrorism.


97. The National Performance Review, “The Intelligence Community.”


100. *House Permanent Select Committee on Intelligence, IC21,* “Intelligence Community Management,” p. 21.

101. The Hart-Rudman commission had a broader focus, advocating a massive new educational initiative to improve the scientific and mathematics base for future national security needs.
reached targets through attrition and voluntary retirement rather than through strategically focused cuts to keep the best talent and those with the most needed areas of expertise for a post–Cold War threat environment. Second, intelligence officers too often stayed in their home agencies rather than building institutional bridges to other policymaking and intelligence agencies through temporary rotations. Three studies—the Aspin-Brown commission, the Council on Foreign Relations task force, and the House Intelligence Committee staff study—recommended that rotations to other agencies be required for intelligence officers to be promoted to senior ranks. Another three—the National Performance Review reports, the Twentieth Century Fund task force, and the FBI’s 1998 Strategic Plan—urged the establishment of vigorous rotational assignments without requiring them for promotion. The need to realign the personnel skill mix and improve coordination through temporary tours of duty in other agencies received major attention in all but two of the reports.

COMMON FAILINGS
In all of these areas, the studies’ recommendations went unheeded. In 2001 the intelligence community was 50 percent bigger than it was when the CIA was created in 1947, but the DCI had only slightly more power to oversee it. As the congressional Joint Inquiry into the September 11 attacks darkly concluded, “The inability to realign Intelligence Community resources to combat the threat posed by Usama Bin Ladin is a relatively direct consequence of the limited authority of the DCI over major portions of the Intelligence Community.” The 9/11 commission agreed, noting that the intelligence community “struggle[d] to collect on and analyze ... transnational terrorism in the mid- to late 1990s” in large part because the community was a set of “loosely associated agencies and departmental offices that lacked the incentives to cooperate, collaborate, and share information.” Indeed, the intelligence community was so fragmented before September 11 that even Tenet’s 1998 declaration of war against bin Laden and al-Qaida did not seem to have gotten much attention beyond the CIA’s walls.

The Joint Inquiry and 9/11 commission also found major deficiencies in the
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intelligence community’s system for prioritizing collection and analysis. The Joint Inquiry noted that intelligence officials found the process “confusing” and “so broad as to be meaningless,” with more than 1,500 formal priorities for the National Security Agency alone by September 11. The 9/11 commission concluded that the setting of clear intelligence collection priorities “did not occur” before the September 11 attacks. Even some of those responsible for setting priorities agreed. Former National Counterterrorism Coordinator Richard Clarke noted that the White House “never really gave good systematic, timely guidance to the Intelligence Community about what priorities were at the national level.”

Despite calls to vastly upgrade human intelligence efforts, the CIA’s clandestine Directorate of Operations continued to languish. In 1995 only twenty-five trainees became clandestine officers. By the late 1990s, the Directorate of Operations had cut by nearly one-third the number of its personnel deployed overseas. Today the CIA still does not have enough qualified case officers to staff many of its stations around the world. In addition, the 1995 guidelines restricting recruitment of foreign assets remained in place until after September 11. Nor did funding priorities shift from technical intelligence systems to any significant degree. As one senior CIA official put it, “I’m cynical, but I think the reason people wanted to keep the [intelligence] budget secret was not to protect spies in Moscow, but because they didn’t want people to know that 99 percent [of the budget] was stuck in some satellite.”

Personnel problems also continued. In 2001 only 20 percent of the graduating class of clandestine case officers were fluent in non-Romance languages. Robert Baer, a veteran CIA clandestine case officer, noted that even after the 1998 U.S. embassy bombings, the CIA employed not one case officer who spoke Pashto, the dialect of the major ethnic group in Afghanistan, and still had none as of 2002. The Joint Inquiry’s findings are consistent with these assessments. The congressional panel concluded that before September 11, the intelligence community “was not prepared to handle the challenge it faced in
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translating the volumes of foreign language counterterrorism intelligence it collected. Agencies . . . experienced backlogs in material awaiting translation . . . and a readiness level of only 30% in the most critical terrorism-related languages used by terrorists."\textsuperscript{116}

Nor have temporary rotations been commonly practiced. Although Director Tenet declared in the late 1990s that all intelligence officials were required to do a tour of duty in another intelligence agency before being promoted to the senior ranks, every agency, including the CIA, ignored him. Instead, intelligence agencies usually have filled these rotational positions with poor performers rather than rising stars. As one senior intelligence official lamented, “I often think of writing a vacancy notice [for temporary transerees to his agency] that says, ‘only stupid people doing unimportant work need apply,’ or ‘send us your tired, your sluggish, your marginally brain dead.’”\textsuperscript{117}

\section*{THE ADAPTATION FAILURE MODEL REVISITED}

The adaptation failure model helps explain why recommendations to improve the four critical intelligence deficiencies described above were not implemented before September 11.

In 1992 and 1996, congressional intelligence committees attempted to enhance the intelligence community’s corporateness by introducing legislation that would have dramatically strengthened the DCI’s powers over the entire intelligence community. As expected, however, bureaucrats within the Department of Defense resisted these changes because they would have diminished the Pentagon’s control over budgets, personnel, and the operation of key defense intelligence agencies. At the same time, both legislative proposals drew heavy fire from the House and Senate Armed Services Committees, whose own interests and power were threatened. And neither proposal had the strong support of President Clinton who, like his predecessors, was reluctant to press the issue against the vehement objections of the Defense Department and was more interested in pressing policy agendas on issues closer to home that promised more direct political benefits. Indeed, Clinton’s focus on domestic issues was so strong that when a mentally unstable pilot crashed a Cessna airplane onto the White House lawn in 1994, aides joked that it was DCI James Woolsey trying to get the president’s attention.\textsuperscript{118}
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The fragmented federal government ensured that reform opponents would succeed. In 1996 the pro-defense House National Security Committee stripped the Intelligence Committee’s reform bill of virtually every measure designed to increase the DCI’s power over military intelligence agencies. House Intelligence Committee Chairman Larry Combest chose not to send the bill to the floor in the face of such opposition. In the Senate, conflict between the Intelligence and Armed Services Committees proved even more acrimonious, with the same result. Unable to garner a majority in the Armed Services Committee for radical reform, the Intelligence Authorization Act of 1997 produced only minor changes across the intelligence community.\textsuperscript{119}

Changes in the intelligence prioritization process required executive branch action. Here too reforms failed for reasons the model would expect. Although President Clinton issued a presidential decision directive in 1995 to establish intelligence priorities, the list was long and only grew longer with time. Despite provisions calling for an annual review, new priorities were added but old ones were never removed. The intelligence community was required to cover most issues and most places in the world. From the president’s perspective, this made political sense. Held uniquely responsible for U.S. foreign policy, the president (and his top advisers) had strong incentives to gather information on every conceivable international problem because for them, no surprise was acceptable. Paradoxically, these incentives only made surprises more likely, by stretching the intelligence community too thin.

Finally, organizational factors help explain why the reports’ recommendations for improvements in human intelligence and personnel systems were not made through internal reforms. Natural resistance to change, the persistence of old routines, and cultural obstacles to implementing new ideas ran deep. Although many intelligence officials, policymakers, and experts saw the need for ramping up human intelligence efforts in the 1990s, the CIA seemed unable to escape from the 1970s, when congressional investigations into CIA covert operations pushed the agency to reign in its clandestine efforts. Baer and other veteran CIA clandestine operators have described a culture of excessive risk aversion that, together with the Cold War’s end, led to a crippling of human intelligence capabilities during the 1990s.\textsuperscript{120} Between 1992 and 2002, for exam-
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ple, only 35 percent of the CIA’s clandestine case officers spent more than three years overseas recruiting assets. Meanwhile, old Cold War spending patterns continued to favor technical intelligence, which was well suited for detecting the location of Soviet warheads, over human intelligence efforts better suited for penetrating terrorist groups on the ground.

As for other personnel issues, the CIA failed to realign its personnel to meet the terrorist threat in large part because doing so would have violated the age-old expectation that those who volunteered their service to the intelligence community were guaranteed lifetime employment in return. Decades of mistrust and compartmentalization between (and even within) intelligence agencies fed the widespread resistance to assuming temporary duty outside one’s home agency. And because a successful temporary rotation program required the cooperation of every agency in the community, it was especially difficult to implement. Director Tenet’s rotation directive was easy to ignore.

In sum, despite a high degree of consensus and a range of potential fixes, critical deficiencies in the CIA’s structure, prioritization process, human intelligence capabilities, and personnel systems were never remedied before the September 11 terrorist attacks. Reforms from within ran into resistance from entrenched routines and a firmly established culture. At the same time, external reforms generated opposition or indifference from key political players.

**Conclusion**

Since the September 11 attacks, members of Congress, the 9/11 commission, executive branch officials, and intelligence experts have offered numerous proposals for reform of the U.S. intelligence community. These efforts, and their limited success, underscore three implications of the preceding analysis. First, it appears that the nature of organizations, rational self-interest, and the fragmented federal government hinder adaptation even after catastrophic failure. Efforts to reform the U.S. intelligence community sputtered for nearly three years after the worst terrorist attacks in U.S. history, succeeded only after the
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harmonic convergence of an extraordinary set of factors, and then produced only modest changes.

On at least three occasions after September 11, opportunities for intelligence reform arose but did not produce results. The first came in early 2002, when Brent Scowcroft, chairman of the President’s Foreign Intelligence Advisory Board, delivered a classified report to President George W. Bush urging a radical overhaul of the U.S. intelligence community. The proposal included transferring control over the three largest defense intelligence collection agencies to the director of central intelligence. Defense Department objections were so strong, however, that the president took no action.\(^\text{125}\) Second, in November 2002, legislation established a new body, the Department of Homeland Security, but skirted the issue of intelligence reform.\(^\text{126}\) The third opportunity came in December 2002, when the Congressional Joint Inquiry issued its final report investigating the September 11 attacks. The report’s nineteen recommendations included establishing a powerful new director of national intelligence, revamping the intelligence priority process, and considering whether a new domestic intelligence agency should replace the FBI. But as Richard Falkenrath notes, the report’s recommendations “were ignored.”\(^\text{127}\)

Only in July 2004 did three factors converge to make modest changes possible: CIA Director George Tenet resigned; the Senate Intelligence Committee issued a scathing report criticizing the U.S. intelligence community’s prewar assessments of Iraqi biological, nuclear, and chemical weapons capabilities; and the 9/11 commission issued its final report. Tenet’s resignation removed the U.S. intelligence community’s staunchest defender and thus weakened bureaucratic resistance to reform. The Senate Intelligence Committee’s Iraq report galvanized committee members and shifted the electoral incentives for all members of Congress.\(^\text{128}\) Issued during the height of the congressional and presidential campaign season, the report linked intelligence problems to a powerful domestic political issue: whether legislators voted to authorize the Iraq war based on flawed intelligence assessments. Finally, the 9/11 commis-


sion created a media sensation when it released its report and launched a campaign, supported by several of the 9/11 victims’ family groups, to have Congress enact its recommendations. Between July and passage of the Intelligence Reform and Prevention Act in December 2004, the commission received greater national television news coverage than the war in Iraq.\textsuperscript{129} Even with all of these factors, however, the intelligence reform bill was nearly derailed and was ultimately diluted by vigorous opposition from House Armed Services Committee Chairman Duncan Hunter, House Judiciary Committee Chairman James Sensenbrenner, objections from the Defense Department, and tepid public support from President Bush.

Reform efforts since September 11 also suggest that changes to U.S. intelligence agencies are likely to continue lagging behind external environmental demands. The constraints that hinder adaptation in U.S. intelligence agencies can be mitigated by extraordinary events, but these constraints can never be eliminated entirely. Organizations, even those under duress like the CIA and FBI, often find it easier to resist change than embrace it. Conflict and self-interest are ever-present in politics. And the United States’ separation of powers system will always provide opportunities for opponents of reform to water down legislative proposals.

All of these forces can be seen hindering intelligence reform efforts since the September 11 attacks. The FBI’s aversion to technology is so deeply entrenched, for example—one veteran agent described the prevailing culture as “real men don’t type”\textsuperscript{130}—that the agency has failed to develop a functioning electronic database for its case files, even though FBI Director Robert Mueller declared the initiative a top priority after September 11 and spent $170 million on it.\textsuperscript{131} As for legislative changes, the Intelligence Reform and Prevention Act created a new director of national intelligence, as the 9/11 commission recommended. To win passage of the bill, however, reformers had to dilute the DNI’s budgetary, personnel, and management authorities, leaving many to wonder whether the position can function effectively. Moreover, the commission
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avoided recommending more radical changes—such as removing intelligence agencies completely from Pentagon control—that could have more comprehensively addressed the “deep institutional failings” that it found, but would have been harder to achieve.\footnote{132. \textit{The 9/11 Commission Report}, p. 265.}

Finally, intelligence reform efforts since September 11 reveal a tendency to view organizational deficiencies as structural problems. The two core recommendations of the 9/11 commission and the Intelligence Reform and Prevention Act—creating a single head of the U.S. intelligence community and new centers to integrate collection, analysis, and operational planning on issues such as counterterrorism—focus entirely on structure. Although it is true that U.S. intelligence agencies have been hobbled for decades by a dysfunctional structure, this article suggests that the inability of U.S. intelligence agencies to adapt to the terrorist threat also stems from organizational routines and cultures that are highly resistant to change.

Successful reform must target these forces as well. Operating deep within U.S. intelligence agencies, they are the silent killers of innovation. No intelligence structure can dramatically improve U.S. intelligence capabilities so long as intelligence officials view the world through old lenses and cling to old ways. For example, the reluctance to share information across agency lines is deeply engrained, based more on the values and habits that have developed inside U.S. intelligence agencies and the policies that have reinforced them than on official organization charts. The fifteen agencies of the U.S. intelligence community have not functioned as a coherent whole mostly because their employees have never seen themselves as part of the same team. Current policies still provide weak incentives for intelligence officials to discard these traditional parochial perspectives; most intelligence professionals can spend twenty years or more cloistered in their home agencies without a single communitywide training experience or assignment to another intelligence organization.

Fixing these problems is difficult but not impossible. New legislation could provide incentives and opportunities to establish informal networks and build trust between intelligence officials across agencies in two ways: by requiring the establishment of community-wide training programs early in officials’ careers, before they become attached to parochial views, and by requiring rotational assignments to other agencies for promotion to the senior ranks.
Strangely, the 9/11 commission noted how a rotational requirement in the Defense Department “transformed the collective mind-set” of the military services and dramatically improved integration between them, but did not recommend such a requirement for U.S. intelligence officials.133

A few months after September 11, Richard Betts wrote, “The awful truth is that even the best intelligence systems will have big failures.”134 Evidence suggests, however, that the U.S. intelligence community was nowhere close to being the best before the September 11 attacks. Improving the future performance of U.S. intelligence agencies requires understanding better the sources of organizational weaknesses, the barriers to organizational adaptation, and ways to overcome them.
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